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	RAN2 LS R2-1816054 gives an overview on security requirements for DRB-IP, and new bearer type concepts in RAN2.
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*********** START OF CHANGES ***********

[bookmark: _Toc525311214]6.10.4	Protection of traffic between UE and SN
This subclause provides the details of the needed SN RRC and UP keys and the algorithms used to protect the traffic whose PDCP terminates on the SN. The UE and SN may either calculate all the SN RRC and UP keys at once or as there are required to be used. The RRC and UP keys are KRRCenc and KRRCint for the SRB whose PDCP terminates on the SN and KUPenc for the DRBs whose PDCP terminate on the SN.
When the SN is a gNB, the RRC and UP traffic is protected using the mechanism described in subclauses 6.5 and 6.6 respectively of the current document with the algorithms specified in Annex D of the present document. 
When the SN is a ng-eNB, the RRC and UP traffic is protected using the mechanism described in subclauses 7.4 and 7.3 respectively of TS 33.401 [10] with the algorithms specified in Annex C of TS 33.401 [10].
NOTE: Integrity protection of the user plane whose PDCP terminates on the SN is not supported. Void
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